Scope

This Code of Conduct applies to all of us – employees and contractors. While there are separate policies on Employment Equity, Preventing Workplace Violence, Human Rights & Harassment, Transparency, Procurement, Media Communications, Environment, Health and Safety, Financial Management and Internal Control and Information Technology Management, they all describe appropriate business conduct and come under the umbrella of the NWMO's Code of Conduct.
Policy

Our Code of Conduct sets out expectations of behavior and guiding principles for employees to act with fairness, honesty, integrity and openness. We are committed to treating people with respect, equality and dignity without regard to race, national or ethnic origin, colour, religion, age, sex, sexual orientation, marital status, family status, disability or a conviction for which a pardon has been granted or a record suspended.

As an employee you should perform your work to the best of your abilities, use company assets as intended, safeguard sensitive and confidential information, perform your duties in accordance with all applicable laws, company policies, procedures and rules, and live the Safety Culture.

It is expected that you should support the mission and the vision of the NWMO in all public interactions and demonstrate behaviors consistent with our values.

Vision

Our vision is the long-term management of Canada’s nuclear waste in a manner that safeguards people and respects the environment, now and in the future.

Mission

The purpose of the NWMO is to develop and implement, collaboratively with Canadians, a management approach for the long-term care of Canada’s used nuclear fuel that is socially acceptable, technically sound, environmentally responsible and economically feasible.

Values

The fundamental beliefs that guide us in our work include:

INTEGRITY
We will conduct ourselves with openness, honesty and respect for all persons and organizations with whom we deal.

EXCELLENCE
We will pursue the best knowledge, understanding and innovative thinking in our analysis, engagement processes and decision-making.

ENGAGEMENT
We will seek the participation of all communities of interest and be responsive to a diversity of views and perspectives. We will communicate and consult actively, promoting thoughtful reflection and facilitating a constructive dialogue.

ACCOUNTABILITY
We will be fully responsible for the wise, prudent and efficient management of resources, and be accountable for all our actions.

TRANSPARENCY
We will be open and transparent in our process, communications and decision-making, so that the approach is clear to all Canadians.
Safe Work Environment

As an employee, it is expected that you:

» Comply with all safety rules related to your job;
» Take responsibility for your personal health and safety;
» Report injuries, accidents and unsafe conditions in a timely fashion;
» Not endanger or put at risk the health and safety of others;
» Use and wear safety equipment, clothing and devices appropriate for your work activities; and
» Not be under the influence of alcohol or illegal drugs while working or while on work premises.

A safe work environment means we treat others with respect and dignity and believe every employee has the right to a workplace free of harassment and discrimination.

EMPLOYMENT EQUITY

We are committed to being a workforce that is free of direct or indirect discrimination. Our goal is to build a highly qualified workforce that reflects the diverse population of the community in which we operate.

DISCRIMINATION, HARASSMENT & SEXUAL HARASSMENT

Discrimination and harassment can take many forms such as abuse of power, bullying, sexual harassment, etc. We are committed to providing a work environment in which all individuals are treated with respect and dignity.

Harassing comments or conduct can poison someone’s working environment, making it a hostile or uncomfortable place to work, even if the person is not being directly targeted. This is commonly referred to as a poisoned work environment and is also a form of harassment.

Some examples of actions that can create a poisoned work environment include:

» Distributing offensive e-mail messages or attachments such as pictures or video files;
» Practical jokes that embarrass or insult someone; or
» Jokes or insults that are offensive, racist or discriminatory in nature.

SEXUAL HARASSMENT is defined as engaging in a course of vexatious comment or conduct against a worker in a workplace because of sex, sexual orientation, gender identity or gender expression, where the course of comment or conduct is known or ought reasonably to be known to be unwelcome, or making a sexual solicitation or advance where the person making the solicitation or advance is in a position to confer, grant or deny a benefit or advancement to the worker and the person knows or ought reasonably to know that the solicitation or advance is unwelcome.
WHAT ISN’T HARASSMENT

Workplace harassment should not be confused with legitimate, reasonable management actions that are a part of the normal work function, such as measures to correct performance or requesting medical documents in support of an absence from work. It does not include normal workplace conflict that may occur between individuals, or differences of opinion between workers.

THE TEST OF HARASSMENT

The test of harassment is whether you knew or should have known that the comments or conduct were unwelcome to another person. For example, someone may make it clear through their conduct or body language that a behaviour is unwelcome, in which case you must immediately stop that behaviour.

The harasser does not necessarily have to have the power or authority over the victim. Harassment can occur from co-worker to co-worker, supervisor to employee and employee to supervisor.

WORKPLACE VIOLENCE

We are committed to providing a violence-free workplace for all employees and contractors. The NWMO will not tolerate any acts of violence, harassment, sexual harassment, or intimidation and will take preventative measures to avoid violence or potential violence.

Violence that occurs outside the normal workplace but which has an impact on the working environment, including working relationships, may be considered violence in the workplace. For example, a physical altercation between two employees at a work-related function could be considered workplace violence.

ZERO TOLERANCE

Workplace discrimination, harassment and violence will not be tolerated from any person in the workplace. All physical assaults involving an employee will be reported to police. Threats of physical violence will be reported to police, as appropriate.

An employee or contractor exhibiting violent behavior is subject to discipline, up to and including termination from employment as well as possible legal action. Any acts of violence made by an external party against an employee or a contractor, may result in legal action.

You should report any incidents of workplace discrimination or harassment, as well as information about anyone who may have witnessed such an incident, to the Vice President, Human Resources & Chief Ethics Officer.

NO REPRISAL

Workplace violence, discrimination and harassment are serious matters. Our Code of Conduct prohibits reprisals against employees who have made good faith complaints or provided information regarding a complaint or incident of workplace violence. Employees who engage in reprisals or threats of reprisals may be disciplined.

Reprisal includes:

» Any act of retaliation that occurs because a person has complained or provided information about an incident of workplace violence;

» Intentionally pressuring a person to ignore or not report an incident of workplace violence; and

» Intentionally pressuring a person to lie or provide less than full cooperation with an investigation of a complaint or incident of workplace violence.

An employee who makes a false complaint or otherwise abuses this policy may be disciplined up to and including termination from employment. Such discipline is not a reprisal or breach of this policy.
Conflict of Interest

In order to maintain the good reputation of the NWMO, you should avoid any situation that may create, or even appear to create, a conflict of interest. You may be in a conflict of interest whenever personal interests appear to interfere or could potentially interfere in any way with the interests of the NWMO. Business decisions should be based solely on merit and not on any actual or potential financial gain or advantage for you, a family member or friend.

You cannot be directly or indirectly involved in a reporting relationship with someone with whom you have a personal/familial relationship. Full disclosure to your Manager/Supervisor and the Vice President, Human Resources & Chief Ethics Officer of such a relationship is required. When in doubt about a possible conflict, ask your Manager/Supervisor or Human Resources for direction.

While employed by the NWMO, you must not be concerned with or have an interest in any relevant business or undertaking without the NWMO's written consent. Consent must be received from your Manager/Supervisor and the Vice President, Human Resources & Chief Ethics Officer. Disputes will be directed to the President.

OUTSIDE BUSINESS ACTIVITIES

The NWMO supports employees who wish to contribute to communities or professional organizations, or participate in political activities. You must seek approval in advance of engaging in any relevant outside activities, by providing full disclosure in writing to ensure the NWMO is satisfied there will not be any negative impact or conflict of interest (real or perceived). Requests should be submitted to your Manager/Supervisor and the Vice President, Human Resources & Chief Ethics Officer using the NWMO Declaration of Conflict of Interest Form.

Participation in outside activities should take place during non-working hours, must not interfere or conflict with your work responsibilities or obligations and should not use NWMO supplies, facilities or other business assets. You may not serve as a director or an officer of any organization that supplies goods or services to the NWMO.

GIFTS AND HOSPITALITY

Accepting gifts may influence or appear to influence the ability to make fair and objective decisions in the best interests of the NWMO. However, on occasion, it may be acceptable to give or receive a business-related gift or hospitality if it is of nominal value and is unsolicited.

When in doubt, consult with your Manager/Supervisor for advice on the appropriateness of accepting or offering gifts and/or hospitality. Where not appropriate, gifts should be returned with thanks and clarification of our policy or suitably distributed in the community (e.g. donate to a charitable organization in the name of the gift-giver).

Gifts which have a monetary value (such as cash, gift certificates, loans, services and discounts) are not permitted.

BREACH OF CONFLICT OF INTEREST

If you have a question as to whether a particular circumstance may place you in a conflict of interest, please discuss this with your Manager/Supervisor or the Vice President, Human Resources & Chief Ethics Officer.
Integrity & Reputation

The NWMO’s integrity and reputation are fundamental to the creation and maintenance of good relationships. All employees, despite tenure or subject matter expertise, are expected to request permission to post content or make public statements related to the NWMO or its employees.

You should never make public statements about the NWMO to the media, on social media networking platforms, or on social news websites (Reddit etc.) unless specifically authorized to do so. This policy also extends to posting or responding in the comment section on news websites. Even if this is for personal use or behind a paywall or privacy wall, you are required to ask permission to publish content.

All requests for public comment should be directed to Stakeholder Relations. If provided with consent to comment, you must identify yourself as an NWMO employee. Any unauthorized comments related to the NWMO are considered a breach of trust.

While at work you should not make any negative, false or harmful comments about the NWMO in public. You should also conduct yourself in a professional manner at all times, including in person, on the telephone, and in written correspondence.

OFF-DUTY CONDUCT AND SOCIAL MEDIA USE

As an employee, you have a responsibility to protect the reputation of the NWMO. Negative comments or conduct could have damaging effects on the company and on employees who work here.

The NWMO respects your right to the personal use of social media, however you should ensure your comments or conduct does not reflect negatively on the NWMO and is consistent with this Code of Conduct and other applicable policies of the NWMO regarding confidentiality, information technology use, employment equity, workplace violence, human rights and harassment. Employees should not post or publish any statements of fact or opinion that are, or may be reasonably taken by somebody to be, critical or disparaging of the NWMO’s mission, vision, mandate, services, employees, members, partners or stakeholders. Employees should not engage in any negative, defamatory, false or otherwise harmful comments or conduct against the NWMO either at work or outside of work. This includes all aspects of social media, including but not limited to Facebook, Twitter, LinkedIn and YouTube, regardless of whether the comments or conduct take place on or off company property.
Working Off-Premises & Business Travel

The NWMO’s Code of Conduct applies to all business activities and associated activities including business travel or work performed off premises. It applies even if conventional practice is different in foreign jurisdictions during international travel.

Driving and Use of Electronic Devices While Driving

For some of us, driving is a regular part of our job, for others it may be infrequent. In any case, it is important to take safety precautions such as not driving when tired, making frequent rest stops, and where possible avoiding driving alone, in the dark or in bad weather.

Employee safety is very important to us and as such we want to make sure expectations are clear in terms of the use of these devices while working or for work purposes. First and foremost, we expect that all employees will obey the law.

Using hand-held devices while driving is against the law in Ontario and as such, you must not answer or operate any handheld electronic device while operating a vehicle. We do not expect an immediate response to an email or phone call if you are driving and you should not view, compose or send email or text.

Although the law allows the use of hands-free electronic devices, the NWMO encourages use of hands-free only when necessary, and only if you are comfortable using it. You should let phone calls go to voicemail if you do not have hands-free technology. If you are waiting for an important message, you should find a safe place to pull over and park before reading or responding.

Anyone provided with a company phone will be asked to complete a form called Use of Electronic Devices While Driving.
Safeguarding Company Information & Assets

You are provided with equipment, information, credit cards and access to technology in order to effectively perform in your job. While there are other policies that govern these areas, an overarching expectation is that you will protect and safeguard all NWMO information and resources and use them as the organization intended.

SENSITIVE AND CONFIDENTIAL INFORMATION

We all have the potential of receiving confidential or sensitive information in our positions. Sensitive information includes but is not limited to technical information, research reports and data; prototypes; demonstrations; computer systems and passwords; financial data; business plans; personal information; and trade secrets.

It is important that you do not in any way divulge, furnish or make accessible to any unauthorized person or organization, either during employment or any time thereafter, any confidential information entrusted to you relating to the business of the NWMO, NWMO member organizations or other parties, subject to disclosure that may be required by law, or which has the consent of the originating parties.

At the end of employment with the NWMO, you will be required to return all confidential information acquired during employment. Misuse of information entrusted to you for purposes of conducting NWMO business is considered a serious breach of trust.

Additionally, it is important that you adopt appropriate practices to ensure that sensitive information is kept confidential and stored securely. Managers and Supervisors also need to ensure any personal employee information is appropriately secured to respect and safeguard the individual privacy of employees.

COMPANY ASSETS

Assets of the NWMO include, but are not limited to documents; computer systems & software; corporate logo and trademarks; facilities; vehicles; telecommunication devices; information and office supplies. You have a responsibility to protect company assets, ensuring they are only used for NWMO business and are safe from theft and destruction.

While company systems such as e-mail or internet are provided and intended for business purposes, limited responsible personal use is permissible. Usage must be limited and in accordance with the NWMO’s policies and procedures. For security reasons, you must ensure your computer and office access passwords remain confidential. At the end of employment with the NWMO, you will be required to return all company assets acquired during your period of employment.

ELECTRONIC USE AND ACCESS

NWMO internet facilities and computing resources are provided to conduct the business of the NWMO and should not be used to knowingly violate any laws or regulations. Misuse of equipment or accessing non-work related data could cause harm to the NWMO and you are expected to use IT assets appropriately.

Consistent with our IT Policy, you should not:

» Download, distribute, or store any software without permission;

» Download, distribute, or store any non-work related data, music, games, or videos;

» Attempt any unauthorized access of intranet, internet, e-mail services or NWMO information. This includes the distribution of messages anonymously, use of other staff User IDs or using false identity;
» Damage, delete, insert or otherwise alter NWMO information carelessly or with malicious intent;

» Use the intranet, internet or e-mail in a way that could defame, harass or abuse other intranet, internet and e-mail users, individuals or organizations;

» Create, knowingly access, download, distribute, store or display any form of offensive, defamatory, discriminatory, malicious or pornographic material;

» Deliberately propagate any virus, worm, Trojan horse, or trap-door program code; or

» Knowingly disable or overload any computer system or network, or circumvent any system intended to protect the privacy or security of another user.

Please do not consider your electronic communication, storage or access to be private if it is created or stored at work using company assets, including desktop computers, laptops, smartphones, tablets and other mobile devices. The NWMO reserves the right to monitor and audit any or all intranet, e-mail or computing activity performed with company IT assets, including use of those assets for personal purposes. NWMO staff may be called on to explain their use of the intranet, internet, e-mail or IT equipment.

Misuse of company IT assets as described may result in restricted access to information technologies, disciplinary action up to and including termination of employment and reporting to relevant regulatory authorities as required by law. The NWMO may also turn over company IT assets to regulatory authorities to assist them in their investigation of unlawful activities.

If you become aware of any misuse of internet facilities or computing resources to create, access, download, distribute, store or display any form of offensive, defamatory, discriminatory, malicious or pornographic material, you are encouraged to report this to the Vice President, Human Resources & Chief Ethics Officer.

INTELLECTUAL PROPERTY

All work including, but not limited to, documents, research work and business plans, created by employees, agents, representatives, contractors, consultants or business partners on behalf of the NWMO is designated as and remains the property of the NWMO in perpetuity. As an employee, you will respect the intellectual property of others and will adhere to all laws and contracts relating to intellectual property.
How to Raise a Concern

The Chief Ethics Officer position exists to ensure a strong ethical framework and program is in place to guide behavior and surface employee concerns. It also serves as a central point of contact for employees to raise concerns or ask questions related to ethical behavior, conflicts of interests or notable deviations from expectations outlined in this Code of Conduct. It also ensures that all reports are investigated and dealt with appropriately.

We all have a part in making sure our actions and behaviors are consistent with our Code of Conduct. Genuine and serious concerns should be brought forward in the following manner:

» Raise your concern
Discuss your concern with your immediate supervisor, Human Resources Manager or the Chief Ethics Officer.

» Reporting by Telephone, Email or Letter
While it is preferred that you bring forward the concern in person, there may be situations where you are not comfortable doing so or you wish to do so anonymously. In these situations, you can report the concern to the Chief Ethics Officer by telephone, email (ChiefEthicsOfficer@nwmo.ca) or letter providing as much information as possible for the concern to be investigated. Written reports should be submitted using the Non-Conformance, Corrective/Preventative Action Report.

» Suspected Fraudulent Activity
If the concern is related to accounting, auditing, or any potential fraudulent activity, please report these directly to the Chief Ethics Officer or the Chair of the Audit Finance Committee of the Board, providing sufficient evidence of the concern.

INVESTIGATION

All reports will be taken seriously and will be documented using the Non-Conformance, Corrective/Preventative Action Report, and investigated.

The Chief Ethics Officer will be responsible for investigating reported concerns. This could include using an external investigator if appropriate. If involved in an investigation, you are expected to cooperate and to treat the matter confidentially. The results of the investigation will be communicated internally as appropriate and to the Chair of the Board.

NO REPRISAL

Retaliation for good faith reporting will not be tolerated. If you believe you have been a victim of retaliation, or are aware of or suspect retaliation against anyone else for reporting a concern, you should report this to your Manager, a Human Resources Manager or the Vice President, Human Resources & Chief Ethics Officer.

Anyone who engages in retaliation or reprisal against someone who has made a good faith report will be subject to discipline.
Consequences

Those who do not comply with the NWMO’s Code of Conduct or anyone who knowingly makes a false statement, a malicious or knowingly false allegation or provides false information may be subject to disciplinary action up to and including termination from employment and/or legal action.

There may be occasions when the Code of Conduct does not specifically address an ethical question or concern. In these cases, employees should consult their Manager or the Vice President, Human Resources & Chief Ethics Officer.

By extension, parallel expectations and comparable associated consequences also apply to our agents, representatives, contractors, consultants and business partners.

Understanding, Acceptance and Sign-Off

It is important that all staff understand the expectations outlined in our Code of Conduct.

» New hires will be provided with the NWMO’s Code of Conduct in their offer letters and it will form part of their orientation to the NWMO.

» Managers/Supervisors will review the Code of Conduct with their staff each year or earlier if there are changes, to review the principles and reinforce the NWMO’s expectations.

» All staff will refresh their understanding each year by completing an electronic confirmation that they have read and understood the Code of Conduct.